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Message from the CEO

Users First
We put users first... they are rock stars and we are their biggest fans. Our shared dedication to users holds us together, defines and aligns our work and drives us to deliver for them.

Best Ideas Win
We believe great ideas can come from anywhere. We have vigorous debates, we listen and learn, and we make sure the best ideas win. We care enough to go through the pain of messy conversations.

In It Together
We are Citizens of Unity. We act like owners. We’re activists; we have a voice and use it. We’re direct and candid, with good intent. We respect each other's uniqueness and we’re in it together.

Go Bold
We do bold things. We go big and when we fail, we learn, get better and go big again. We challenge and elevate each other beyond our limits to do what may seem impossible. We stay curious and hungry.

Unity is a mission- and values-driven company. We are very focused on the role we play in enabling people to become creators and we strongly believe in our values: Users First, Best Ideas Win, Go Bold, and In It Together. We are also deeply committed to diversity and inclusion across all of Unity, through our focus on Empathy, Respect, and Opportunity. Taken together, the goals of our mission and values are ambitious. Critical to realizing these values is the general understanding we must conduct our business honestly, fairly, and lawfully. Anything less undercuts our reputation, and undermines our values.

Let me state that again in the clearest possible terms: We must work with integrity, honesty, and fairness, and of course within the law, if we are to live our values, realize our mission, and support our goals for diversity and inclusion. There is no room for compromise on these ideas.

The Way We Work is a comprehensive code of conduct. It is a set of detailed rules but it is also a guide to living our values.

Our commitment to put Users First would be severely undermined if we were to act unethically and outside of the law. It would be a sharp and clear disservice to our customers.

Best Ideas Win can only be true when all perspectives are heard and when we conduct business fairly and ethically. When we Go Bold we do not satisfy ourselves with achieving a minimum standard or level of legal compliance. Instead, we go above and beyond where we believe it is important to achieve and live our values.

We are In It Together. Every Unity employee is responsible for operating with Empathy, Respect, and Opportunity, and that means upholding the ethical behaviors and guidelines outlined in this document.

Unity's Global Code of Conduct and Ethics, and its underlying policies, is a resource to understand what is expected and how to conduct business in an ethical manner. Use it when you have questions. But no code or policy can address or anticipate every situation. If you have a question as to whether something complies with this Code, Unity policies, or the law – ask before you act.

If you see something that you believe is in violation of the Code, you have an obligation to bring that issue forward. This can be done through a report to our Chief Legal Officer/General Counsel, HR, Employee Relations, Legal Compliance, or our anonymous hotline at 1-855-754-3236 or www.unity3d.ethicspoint.com. We take all reports seriously, perform thorough investigations, and have a strict policy of non-retaliation.

Thank you for your commitment to our values and to our ethical business practices.

John Riccitiello
CEO
Overview

The way we conduct ourselves is how we put Unity’s values into practice, which is built around the recognition that everything we do in connection with our work at Unity will be, and should be, measured against the highest possible standards of ethics and business conduct. Our commitment to the highest standards enables us to be In It Together, to Go Bold, to put Users First, and to let the Best Ideas Win.

The Way We Work, Unity’s Global Code of Conduct and Ethics (the “Code”) provides an overview of the legal standards that we must adhere to while representing Unity. The Code is intended to help everyone at Unity make the right decisions while promoting a positive, fair, inclusive, non-discriminatory, safe, and compliant workplace culture. Many of these standards may also be legal requirements, but they are ultimately the right thing to do and help to create a culture where we are truly In It Together.

For those reasons, all employees, Unity’s Board of Directors, and other members of Unity, in all locations, are required to follow the terms of the Code. Similarly, we expect our contractors, temporary workers, vendors, suppliers, and partners to adhere to these principles. If you are unsure of whether something is permitted by law or the Code, you should seek advice from your manager, HR, or Legal Compliance.

Your responsibilities under the Code are not limited to the workplace. You are expected to uphold these principles anytime you are acting in your capacity as a Unity employee, attending an official or unofficial Unity event, representing Unity, or doing business with Unity or on Unity's behalf.

Failure to adhere to the terms of the Code is to fail in our culture and may result in disciplinary action, up to and including termination of contract or employment.

Unity is committed to complying with laws, rules, and regulations everywhere we do business, and our success depends upon each employee operating within the legal guidelines and cooperating with local, national and international authorities. We expect employees to understand the legal and regulatory requirements applicable to their business units and areas of responsibility. Violation of domestic or foreign laws, rules, and regulations may subject an individual, as well as Unity, to civil and/or criminal penalties. Further, no provisions in the Code are intended to conflict with any laws. In the event of a conflict, the applicable law will prevail.
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A Respectful and Inclusive Workplace

Global Code of Conduct and Ethics

Equal Opportunity

Unity brings together the best people from around the globe to enable creators. To that end, we are committed to employing a workforce with a wide range of individual characteristics, backgrounds, cultures, and experiences. We want everyone's voice to be considered respectfully and recognize that diversity, inclusion, and equality are essential to our continued success. At Unity, we make a concerted effort to ensure that all applicants, employees, and Unity members are treated fairly and we prohibit any employment decision from being made on the basis of a protected characteristic, such as gender or race.

Harassment, Discrimination, and Bullying

In order to feel confident enough to Go Bold and to let the Best Ideas Win, we believe that people need to feel safe and respected in the workplace. To maintain our respectful workplace, we do not tolerate harassment of, or discrimination against, any employee, applicant, or contractor because of race, color, religion, national origin, sex, gender, gender identity and/or expression, genetic predisposition or carrier status, ancestry, age, physical or mental disability, medical condition, marital status, parental status, registered domestic partnership status, military or veteran status, sexual orientation, citizenship status, victim of domestic violence status, or any other status protected by applicable laws.

Harassment can take many forms, including verbal or written statements, derogatory comments, inappropriate jokes or language, bullying, physical conduct, or unwanted sexual advances. Harassment can occur through a series of repetitive actions or from a single isolated event.

Bullying – which is treatment of another that is unwelcome and reasonably viewed as offensive, hostile, or intimidating – is also strictly prohibited, regardless of whether it is based on a protected characteristic.

This policy may protect more categories of people than some local jurisdictions require, but we will not let that stop us from making the easy, ethical choice to be In It Together to protect our workforce. Anyone found in violation of this policy will be subject to disciplinary action, up to and including termination.

If you are aware of any instance of harassment, discrimination, or bullying, you should report it immediately to a manager, your Human Resources Business Partner (HRBP), Employee Relations, Legal Compliance, or anonymously to EthicsPoint, our third-party hotline that can be reached at 1-855-754-3236 (additional localized phone numbers are available at www.unity3d.ethicspoint.com). If you are a manager and receive a complaint, you must promptly report it to an HRBP, Employee Relations, or Legal Compliance.

For more details, please review Unity's Anti-Harassment and Anti-Discrimination Policy.
Safety in the Workplace

Everyone at Unity should feel safe at work. Threatening, intimidating, or conducting any act of violence against an employee, contractor, vendor, or anyone else at Unity is strictly prohibited.

Employees may not possess or use any weapon at any time while on a property owned, leased or controlled by Unity, or anywhere that Unity business is conducted, such as customer locations, client locations, trade shows, restaurants, and company event venues. This prohibition applies regardless of whether an employee possesses a concealed weapons permit. Weapons include but are not limited to guns and knives.

If you are faced with or threatened with immediate danger, we encourage you to remove yourself from the situation as safely as possible and contact the local authorities immediately.

Please report any act of violence to our Global Business Protection team at WIM.Notifications@unity3d.com or the anonymous EthicsPoint hotline at 1-855-754-3236 (additional localized phone numbers are available at www.unity3d.ethicspoint.com).

For more information on Workplace Safety, please see the Global Business Protection Confluence page and the Workplace Incident Management Guidelines.

Drugs and Alcohol

We believe that the influence of recreational drugs or excessive consumption of alcohol at work can deteriorate our goal of providing a safe workplace. Accordingly, Unity strictly prohibits the use of any recreational drugs and the excessive consumption of alcohol at any Unity workplace or company event. To be clear, being under the influence of drugs or alcohol does not remove or reduce your obligation to adhere to the Code.
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Conflicts of Interest

A conflict of interest occurs when Unity believes that your outside activities interfere with your individual position, your decision-making ability at Unity, Unity's overall interests, or create the appearance of such a conflict. Your decisions and actions related to Unity should be based on the best interests of Unity and not based on personal relationships or benefits, either for yourself or for others. Unity personnel must never use or attempt to use their position with Unity to obtain improper personal benefits.

A conflict of interest may arise in many situations. While we cannot list them all in this Code, the four most common potential conflicts of interest are related to outside employment, board of director membership, outside creation of games or other content, and ownership in a company:

- **Outside Employment**: Some employees own their own business, work a second job, or freelance occasionally. Generally speaking, outside employment is allowed as long as (1) the time commitments do not impact your responsibilities at Unity, (2) your outside employer or services are not competitive with Unity's current or reasonable future interests, and (3) you are not using any of Unity's confidential information, intellectual property, resources, or equipment without express permission. Before accepting outside employment, you should check with your manager and HRBP to determine if the opportunity needs to be reviewed for a potential conflict.

- **Board of Director Membership**: Being a member of a board is an important responsibility, where you are expected to do what is best for the company on whose board you sit. Therefore, before joining a board, you must receive the approval of the VP of your department and, in some situations, the Unity CEO. Further, you will not be able to receive any compensation or equity if you are approved to join the board of a customer or vendor.

- **Games**: Unity supports and encourages employees who create games or other interactive content in their spare time and, generally, doing so does not need to be disclosed for a conflict of interest review. However, if your job at Unity is to make games or content using Unity's products or services, then creating games or content outside of work is something that must be disclosed for review as well.

- **Ownership Stake**: Unity personnel are required to disclose any ownership stake in a company that is one of Unity’s vendors, customers, partners, agencies, or competitors, if the investment is more than 1% of the total outstanding class of securities/capital value of the company on a fully diluted basis. Note, passive investment interests, where your interest is less than 1% of the outstanding securities/capital value of the entity, do not need to be disclosed for a conflict of interest review. A passive investment is a purely financial involvement in an organization for which you perform no managerial functions, provide no advice, and have no ability to influence the organization's policies, products, or business. Passive investments include ownership of shares in a public or private company, whether held individually, in a 401K plan, or as an investment in a stock mutual fund or stock market index fund. Note that Unity personnel are still required to comply with Unity's [Insider Trading Policy](#); please refer to the policy for details.

Employees may not use any Unity confidential information or intellectual property in creating their games or other content.
Avoiding Conflicts of Interest

Of course, there are many other situations that may potentially cause a conflict of interest and should be reported to your HRBP for review. Those include:

- Having a close personal relationship – such as a friend, romantic partner, or family member – with someone who works for or is one of Unity's vendors, customers, or agencies;
- Receiving or providing gifts to business partners, vendors, customers, or agencies;
- Submitting excessive or unnecessary expenses in violation of Unity's Global Employee Expense Reimbursement Guidelines; and
- Using a position of influence to acquire a benefit for a friend, romantic partner, or family member.

Unity's Policy and Disclosure Process: Unity's policy is that conflicts of interest are prohibited. If you identify a situation that is or might be a conflict, you are required to disclose it. Unity has a formal process for submission and review of potential conflicts of interest. For all potential conflicts, Unity personnel are required to submit a Conflict of Interest Disclosure Form ("Disclosure Form"). All potential conflicts must be reviewed through this formal channel to ensure appropriate review of the facts by the right people at Unity. Disclosing a potential conflict to your manager or other company managers does not remove your obligation to submit a Disclosure Form.

Because it is not always clear what constitutes a conflict of interest, if you are unsure whether something is a potential conflict of interest, or are concerned that a conflict might develop, please discuss it with your HRBP and submit a Disclosure Form before engaging in that activity or accepting something of value. HR will work with you to route your request for review.

Failing to disclose an actual or potential conflict of interest is a violation of the Code.

Executive Officers and Directors: Unity will abide by the securities laws that govern conflicts of interest by our executive officers and directors. As a result, the actions or relationships that will be considered conflicts with respect to our executive officers and directors are only those that meet the requirement for disclosure in our periodic filings with the Securities and Exchange Commission pursuant to Item 404 of Regulation S-K, referred to as related party transactions. Such related party transactions must be approved by Unity's Board of Directors or the Audit Committee of the Board as required by applicable laws and regulations, and provided such approval is obtained in advance and such transactions are publicly disclosed, such approval shall not be deemed a waiver of this Code.
Corporate Opportunities

You may not take personal advantage of opportunities for Unity that are presented to you or discovered by you as a result of your position with Unity or through your use of corporate property or information. Even opportunities that are acquired privately by you may be questionable if they are related to Unity's existing or proposed lines of business. You must not compete with Unity in any way.

Coworker Relationships

We understand that romantic or sexual relationships between coworkers may occur, and such relationships are not prohibited, but all romantic or sexual relationships between coworkers must be disclosed to your HRBP immediately so that Unity may take action to resolve any actual or perceived conflict of interest.

As an example of an actual or perceived conflict, Unity does not allow managers and subordinates in the same reporting line to be in a romantic or sexual relationship. In such a case, Unity will attempt to reassign one of the individuals or otherwise make changes to the reporting relationship to alleviate the potential concern. In some cases, Unity may determine that reassignment or role adjustment is either impractical or unlikely to eliminate the potential concern. If so, Unity will discuss options, including the possibility of one individual leaving Unity. If a romantic or sexual relationship between a manager and a subordinate should develop, it shall be the responsibility and mandatory obligation of the manager to promptly disclose the relationship to the HRBP. The subordinate may make the disclosure as well, but the burden of doing so shall be on the manager.

Further, even if there is no direct or indirect reporting relationship, employees contemplating or involved in a romantic or sexual relationship should be mindful about pursuing the relationship in a work setting. For example, if one employee indicates an interest in taking a relationship to a romantic level, and the other employee is not interested, the employee should not pursue a romantic relationship further. Two employees in a romantic relationship should also remain professional at work. And employees in a romantic relationship should not use company-provided devices or email to communicate in a sexual or otherwise inappropriate manner.

For Unity to effectively address any potential issues that such relationships may have on the working environment, any employee who believes that they have been adversely affected by such a relationship should report the concern to an HRBP, Employee Relations, or Legal Compliance. Alternatively, you can contact our EthicsPoint hotline by calling 1-855-754-3236 (additional localized phone numbers are available at www.unity3d.ethicspoint.com) or filing a report online at the same website.
Business Gifts, Entertainment, and Other Amenities

In the course of any business, it is often customary to give a gift to or receive a gift from a customer, vendor, partner, or client. A gift includes any item of value (not including entertainment attended by the giftor) such as an object, gift certificate, or free services. It is imperative we ensure that the giving or receiving of these gifts do not conflict or influence someone's decision-making in relation to Unity or create an appearance of influence.

Generally, when giving or receiving gifts, the gifts should be modest. Small company swag, fruit baskets, or sweets are good examples of appropriate gifts. When giving gifts, the aggregate value to any individual person should not exceed US$100 annually without first obtaining permission for an exception from the Legal Compliance team at legal_compliance@unity3d.com. The value of gifts received from an individual, customer, or vendor should also not exceed an aggregate value of US$100 annually. Cash and anything that can easily be converted into cash, like gift cards or gift certificates, can never be given or accepted, regardless of amount.

If you are asked to attend an entertainment event, the client, customer, vendor, or business partner providing the tickets must also be present at the event, otherwise it will be considered a gift.

If you are taking a client, customer, vendor, or business partner to a meal or event for a business purpose, please refer to Unity’s Global Employee Expense Reimbursement Guidelines.

Additional requirements apply to gifts and entertainment expenses involving government officials and employees of state-owned or state-controlled companies. Please see Unity’s Anti-Corruption policy for further detail.

If you have questions about this policy, please contact your manager or the Legal Compliance team. If you are seeking an exception to this policy, please contact the Legal Compliance team.

Political Activity

Unity encourages employees who choose to participate in a political process. However, any such participation must be done on an individual basis and on your own time. You may not use Unity’s name, stationery, letterhead, logo, funds, assets, or resources to support politicians, political organizations, candidates, committees, or events in any way without express written consent of the Chief Executive Officer or Chief Legal Officer.

Should you become involved with a political group, you must make it clear that your activities are being conducted in your personal capacity and not on Unity’s behalf or at its request.

If you are uncertain if an action may constitute political activity covered by this section, please contact the Legal Compliance team.
Communicating Consistently and Respectfully
Media Requests

As Unity continues to grow, the company will have greater public visibility. This means from time to time a reporter or member of the media may reach out to employees inquiring about internal programs, news, or hearsay. Media can take the form of a newspaper reporter, technology media blog, podcast request or even an interview with a YouTube influencer and may come via your personal contact information such as personal email, mobile phone or direct messages on social media platforms.

Only members of Unity’s Communications team or those who have otherwise received prior authorization may make official statements on behalf of Unity. Please refer to Unity’s External Communications Policy for full details.

If you receive a request from the media for an interview, to provide a comment or even be a background source, please contact Unity’s Communications team at comms@unity3d.com. Remember that in all scenarios when speaking to the media, you are on the record and what you say could be used in print.

Conferences and Events

If you are asked to speak at an event, please notify your manager and the Communications team at comms@unity3d.com for approval. At events where you are speaking in your individual capacity, instead of at the company’s request or in your Unity role, you must make it clear that you are not representing the company, and you must ensure that you do not disclose any confidential information. In some situations, the mere presence of a Unity employee speaking on a topic may draw reasonable inferences that business confidential information may be disclosed, so please get approval by emailing comms@unity3d.com before accepting to speak.

Social Media

With social media integrated into our daily lives, it is important to remember that there are limits to what we can disclose and discuss about Unity on our personal social media accounts. Employees are prohibited from disclosing or commenting on Unity’s confidential information, intellectual property, trade secrets, certain legal matters, future product launches, and acquisitions. Additionally, there are many non-confidential situations where you must disclose your affiliation with Unity and the independence of your statements. Prior to posting, please review Unity’s Social Media Policy to understand how to remain compliant on social media.
Protecting and Using Our Assets
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Confidential Information

Unity's confidential and proprietary information is any company-owned asset that sets us apart from our competitors. Accordingly, you should never disclose such information without clear and explicit approval.

Confidential information can take on many forms, including information regarding:
- Unity's research and development;
- Unannounced product releases or initiatives;
- Organizational information;
- Business strategies, marketing plans, or cost structures;
- Financial information;
- Business partner information that we have agreed to keep confidential through a non-disclosure agreement (NDA); or
- Unity's non-public intellectual property, including, but not limited to, planned trademarks, trade secrets, patent applications, designs, and business processes.

Similarly, it is imperative that you do not use or share any confidential or proprietary material from a former employer or violate any other confidentiality obligations of that employer. Not only is doing so against Unity's values of fair play, but it can also put Unity and yourself at legal risk.

For further details on the rules around the disclosure of confidential information, please see the terms of your employment agreement. You must also adhere to any customer or vendor-specific NDA that you may have signed as part of your role. For a general overview of NDAs, please review our educational materials here.

Acceptable Use

Unity will provide you with the tools to perform in your role, which includes your Unity-provided laptop. These tools should only be used for business purposes, as all information created, stored, or transmitted using these tools, including emails and computer files, are considered to be Unity resources. To the extent permitted by local law, Unity may access, review, inspect, and monitor the contents of these resources at any time, without the employee's prior knowledge or consent.

For further information on this subject and to understand the security requirements around your Unity-provided tools, please refer to Unity's Security Acceptable Use Policy.

Email, Zoom, Slack, and Other Electronic Communications

Communications through our various platforms, including but not limited to email, Zoom, and Slack, must be appropriate for business purposes. The requirements of the Code still apply when you are communicating electronically, so use common sense and maintain professionalism when sending a message.
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Keeping Our Business Practices Compliant

We must adhere to many global regulations in order to provide users with our products. We follow these guidelines not just because they are the law, but because they track our values and enable us to ethically perform at the highest level. For instance, we put Users First by competing fairly and without corruption, ensuring that our focus is on producing the best product for the user. And we are In It Together and put Users First when we protect employees' and users' personal data. These may be required regulations, but they are also the right thing to do.

For a full list of Unity's Legal Compliance policies, please visit the Legal Compliance Intranet page.

Fair Competition

Unity competes fairly in the marketplace and wins business based on the quality of our products and our exceptional people. Unity relies on this reputation when dealing with competitors, customers, partners, and vendors. No employee or representative should endeavor to take unfair advantage of someone through misrepresentation or manipulation.

Further, in respect of antitrust and competition laws, Unity employees should never make a deal with a competitor around the terms of that competition. This includes deals around fixing prices, agreeing not to hire each other's employees, pursuing specific customers, or any other coordinated action.

If you have any concerns or questions about competing fairly, please contact the Legal Compliance team.

Anti-Corruption

In accordance with fair competition, Unity does not engage in any form of bribery or corruption and prohibits employees and contractors from doing so on its behalf. Most countries have anti-corruption laws, such as the U.S. Foreign Corrupt Practices Act (FCPA) or the U.K. Bribery Act, which contain broad prohibitions on bribery and corruption, including bribery of foreign government officials. Unity's Anti-Corruption Policy not only prohibits these actions when dealing with foreign government officials, but also prohibits commercial bribery to anyone.

For more information about bribery and anti-corruption, please see Unity's Anti-Corruption Policy.
Business Records

It is essential to Unity’s business that we keep and maintain full, fair, accurate, timely, and understandable business records. This requirement applies to all types of business records, including but not limited to financial records or disclosures. The integrity of our records and public disclosure depends upon the validity, accuracy, and completeness of the information supporting the entries to our books of account. Therefore, our corporate and business records should be completed accurately and honestly. The making of false or misleading entries is strictly prohibited (e.g., including submitting false expense claims, forging, falsifying, or tampering with company documents or records of any kind).

As a Unity employee or representative, you must:

• Refrain from taking any action to intentionally cause inaccuracies in a business record;
• Follow Unity policies and procedures on financial reporting where applicable;
• Never commit Unity to legal obligations that exceed the scope of your authority;
• Ensure that your expenses are reasonable, legitimate, and properly recorded; and
• Submit accurate certification statements about matters under your purview when requested by Legal Compliance.

Our records serve as a basis for managing our business and are important in meeting our obligations to customers, suppliers, creditors, employees and others. We also rely upon our accounting and other business and corporate records in preparing publicly-filed reports. Securities laws require that these reports provide full, fair, accurate, timely and understandable disclosure and fairly present our financial condition and results of operations. Employees who contribute in any way in preparing or verifying these reports should take all reasonable efforts to ensure that our financial disclosure is complete, accurate and transparent.

Further, if you learn of any inaccuracies in our business records you are required to notify Legal Compliance, or the EthicsPoint hotline at 1-855-754-3236 (additional localized phone numbers are available at www.unity3d.ethicspoint.com).

Insider Trading

Through the course of your employment, you may become aware of material non-public information about Unity or one of Unity’s customers, vendors, or partners. All non-public information about Unity or about companies with which we do business is considered confidential information, regardless of whether it is material. To use material non-public information in connection with buying, selling, or holding securities, including “tipping” others who might buy, sell, or hold securities on the basis of this information, is not only unethical and a violation of Unity policy, it is also illegal. Employees must exercise the utmost care when handling material non-public information.

For more information about insider trading, please see Unity’s Insider Trading Policy.
Data Privacy

At Unity, we take the protection of personal information in all aspects of the business very seriously and comply with all laws regarding data privacy. Personal information includes a range of different types of information, such as names, dates of birth, addresses, or even unique device identifiers or IP addresses that either identify an individual or are capable of being linked to an individual. Personal information about all individuals, including users of our products, Unity personnel and job applicants, and our business contacts, needs to be handled as personal data subject to all legal protections.

If you are responsible for managing, receiving, or viewing personal information in your role, then you must endeavor to protect that information, access it only when necessary, follow the use rules set out by the Data Protection Officer (DPO), and bring any concerns around data privacy to your legal representative or Unity's DPO at dpo@unity3d.com. Of course, the rules and required protections around data privacy can be complex, so we ask that you review Unity's Privacy Policy and Workforce Privacy Policy. You will also find resources on the Privacy Intranet page, including links to request privacy reviews and a description of compliance processes for meeting privacy requirements.

Global Trade Compliance

It is Unity's ongoing goal to maintain compliance with all laws and regulations governing the international trade of our products, including but not limited to rules administered by the United States Treasury and Commerce Departments, and the European Union. We take pride in understanding the letter and the spirit of the governing export control and economic sanctions laws and regulations, and it is our stated intent to first comply with these rules and then to maximize business opportunities within the rules. For more information, please see Unity's Export Control and Economic Sanctions Policy.

Human Trafficking and Modern Slavery

Human trafficking and modern slavery exists in many forms, which includes but is not limited to forced or bonded labor. Unity has a zero-tolerance approach to any form of human trafficking or modern slavery. We expect high standards of ethics from all of our employees, contractors, suppliers, and other business partners, such that there is no forced, compulsory, or trafficked labor, or anyone held in slavery or servitude (whether adults or children) in our supply chain. We adhere to all laws regarding working hours, minimum wage, age eligibility, and benefits provisions in all countries that we operate in.
Sustainability

Unity is committed to managing the impact of our business and protecting our environment. We expect suppliers and partners to follow applicable environmental laws and regulations, including on emissions reduction, energy efficiency, water and resource conservation, waste disposal and recycling, conflict minerals, and environmental reporting. Across our workplaces worldwide, we aim to foster a culture of environmental sustainability with our employees and our partners.

Waivers

Any waiver of this Code for executive officers (including, where required by applicable laws, our principal executive officer (CEO), principal financial officer (CFO), principal accounting officer or controller (or persons performing similar functions)) or directors may be authorized only by our Board of Directors or, to the extent permitted by the rules of the New York Stock Exchange, a committee of the Board and will be disclosed to stockholders as required by applicable laws, rules, and regulations.
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Duty to Report Violations

In order to maintain a positive culture and compliant business, everyone at Unity, regardless of their title or position, has a duty to report violations of the Code or any other Unity policy. If you become aware of a potential violation, report it as soon as possible to a trusted manager, an HRBP, Employee Relations, or Legal Compliance. You should also feel free to discuss your concern with either our Chief People Officer or Chief Legal Officer/General Counsel. Alternatively, you can contact our EthicsPoint hotline by calling 1-855-754-3236 (additional localized phone numbers are available at www.unity3d.ethicspoint.com). An independent third party administers the EthicsPoint hotline, so you may remain anonymous if you prefer to do so. If you receive a report as a manager, you must promptly report it to an HRBP, Employee Relations, or Legal Compliance. Of course, if your concern involves potential misconduct by another person and relates to questionable accounting or auditing matters under Unity's Whistleblower Policy, you may report that violation as set forth in such policy.

Investigation of Reports

Unity will promptly and thoroughly investigate all reports, including reports of Code violations, policy violations, and misconduct. Information disclosed during the course of an investigation will be kept confidential to the fullest extent practicable. All employees and managers have a duty to fully cooperate in the investigation and answer questions truthfully. Failing to cooperate or deliberately providing false information during an investigation shall be grounds for disciplinary action, up to and including termination.

At the conclusion of the investigation, if Unity determines that a policy violation or other misconduct occurred, Unity may take effective remedial action commensurate with the severity of the offense. It will also take steps, as reasonable and necessary, to prevent any further violations of policy or other misconduct.

Non-Retaliation

Unity strongly adheres to a policy of non-retaliation. This means that any retaliation against someone for making a good-faith report of a potential policy violation, or for assisting with or participating in an investigation, is strictly prohibited. Anyone who is found to have engaged in retaliatory conduct will be subject to disciplinary action, up to and including termination.

Any employee who feels they are being retaliated against should report it to a manager, HRBP, Employee Relations, Legal Compliance, or anonymously via the EthicsPoint hotline at 1-855-754-3236 (additional localized phone numbers are available at www.unity3d.ethicspoint.com). Any report of retaliation will be promptly and thoroughly investigated in accordance with the Company’s investigation procedures outlined above.

For a full list of Unity’s Legal Compliance policies, please visit the Legal Compliance Intranet page.